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Exposure to market risk - Non-trading









Operational risk’ is the risk of direct or indirect loss amig from a wide variety of causes associated
with the Bank’s processes, personnel, technology andsirireture, and from external factors other
than credit, market and liquidity risks, such as those rgisiom legal and regulatory requirements
and generally accepted standards of corporate behaviqerafonal risks arise from all of the
Bank’s operations.

The Bank’s objective is to manage operational risk so as l@nica the avoidance of financial losses
and damage to the Bank’s reputation with overall cost effeness and innovation. In all cases,
Bank policy requires compliance with all applicatdgal and regulatory requirements.

The board of directors has delegated responsibility forragpenal risk to Bank's Management
Committee, which is responsible for the development andempgntation of controls to address
operational risk. This responsibility is supported by tlewelopment of overall Bank standards for
the management of operational risk in the followamgas:

» Requirements for appropriate segregation of dutrecluding the independent authorisation of
transactions;

* Requirements for the reconciliation and monitgrari transactions;

» Compliance with regulatory and other legal regoients;

» Documentation of controls and procedures;

* Requirements for the periodic assessment of tipard risks faced, and the adequacy of controls
and procedures to address the risks identified;

* Requirements for the reporting of operationasé&ssand proposed remedial action;
» Development of contingency plans;

* Training and professional development;

» Ethical and business standards; and

* Risk mitigation, including insurance where tri<bst effective.

Compliance with Bank's standards is supported by a progewinperiodic reviews undertaken by
Internal Audit. The results of Internal Audit reviews arebmitted to the Audit Committee and
senior management of the Bank.















